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   Commissioner’s Instruction   No: 2/2012 

 
To: Board of Management 

Regional Executive Directors 
General Managers/Superintendents 
Directors, Area & District Managers Community Offender Services 
Director Offender Policy  
Director Corporate Strategy  
 
 

For the information of all staff 
 
 
Subject: Privacy Notice to be issued to offenders 
 
 
 
PREAMBLE 

This Instruction is issued in accordance with the provisions of section 235B of the Crimes 
(Administration of Sentences) Act 1999. Commissioner’s Instructions amount to lawful orders 
and any staff member who intentionally disobeys or disregards this Instruction, or is found to 
be negligent in the performance of their duties, may be liable to disciplinary action under the 
Public Sector Employment and Management Act 2002. 

 
Background 

To effectively carry out its functions and duties, it is necessary for Corrective Services NSW 
(CSNSW) to collect personal and health information from offenders and any other person 
within its jurisdiction.  
 
To comply with the relevant privacy legislation, CSNSW must issue the attached Privacy 
Notice titled “Privacy and You” at “Appendix A” to offenders at the first instance of collecting 
their personal information. The purpose of the Privacy Notice is to advise offenders of specific 
matters in relation to the collection of their personal and health information.  

 
The Privacy Notice only needs to be issued to offenders once. It is not necessary for it to be 
issued each time the offender has contact with CSNSW. Nevertheless, for ease of processing 
the standard intake process for offenders will include the issuing of a Privacy Notice, 
regardless of whether or not the offender has been in custody before. The fact the Privacy 
Notice has been issued will be recorded on one occasion only in OIMS. 
 
Under section 10 of the Privacy and Personal Information Protection Act 1998 (PPIP Act) and 
clause 4 of Schedule 1 to the Health Records and Information Privacy Act 2002 (HRIP Act), if 
a public sector agency collects personal or health information from an individual, the agency 
must take such steps as are reasonable in the circumstance to ensure that, before the 
information is collected or as soon as practical after collection, the individual to whom the 
information relates is made aware of specified matters.  
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Section 10 of the PPIP Act provides that the specific matters that an individual must be 
informed of include:  

(a)  the fact that the information is being collected; 

(b)  the purposes for which the information is being collected; 

(c)  the intended recipients of the information; 

(d) whether the supply of the information by the individual is required by law or is 
voluntary, and any consequences for the individual if the information (or any part of 
it) is not provided; 

(e)  the existence of any right of access to, and correction of, the information; 

(f)  the name and address of the agency that is collecting the information and the   
agency that is to hold the information. 

 
Clause 4 of Schedule 1 to the HRIP Act contains a similar requirement in relation to the 
collection of health information. 
 
The PPIP Act defines “personal information” to mean information or an opinion about an 
individual whose identity is apparent or can reasonably be ascertained from the information or 
opinion, and includes such things as name, alias, date of birth, address, physical descriptions, 
fingerprints, ethnic or racial backgrounds, languages spoken, religious beliefs, employment 
history, income, finances and intelligence information. Section 4 of the PPIP Act contains the 
full definition of personal information. 
 
The HRIP Act defines “health information” to mean information or an opinion about the 
physical or mental health or a disability of an individual and includes details of medical 
conditions, self-harm attempts, psychological and psychiatric tests and reports. Section 6 of 
the HRIP Act contains the full definition of health information. 
 
INSTRUCTION  

The Privacy Notice must be issued to all offenders receiving the services of CSNSW and 
related records must be made in the Offender Integrated Management System (OIMS).   
 
Offenders include: inmates, detainees and trainees in a correctional centre, a transitional 
centre, a residential facility or any other facility operated by CSNSW and offenders serving a 
sentence in the community or subject to a court order, warrant or direction involving CSNSW.  
 
The process for issuing the Privacy Notice varies according to the circumstances.  
 
Issuing the Privacy Notice to existing inmates 

Correctional Centre   

The Privacy Notice must be issued to existing inmates in correctional centres as follows:  

1. the Privacy Notice must be issued to existing inmates on 7 May 2012 (‘issuing 
date’);  

2. the time of when the Privacy Notice will be issued to inmates on the issuing date, 
will be at the discretion of correctional centre management;  

3. on the issuing date, staff of the Sentence Administration Unit (SAU) of each 
correctional centre must generate the OIMS report “Gaol List of Inmates and 
Wing” (‘Gaol List report’) which will include the name of every inmate in custody 
on that day;  

4. the Gaol List report must be provided to wing officers, who are responsible for 
issuing the Privacy Notice to inmates; 

5. on the Gaol List report, the wing officers must: 
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 tick the name of those inmates who have been issued with the Privacy 
Notice and; 

 highlight the names of those inmates who have not been issued with the 
Privacy Notice. 

6. the completed report must be returned to the SAU for data entry in the OIMS as set 
out in paragraphs 8-9; 

7. on the issuing date, the “Privacy Notice Issued” field located on the “Intake” screen 
under the “Personal Information” will be ticked “Yes” for all inmates in custody on that 
day; 

8. the staff of the SAU must un-tick “Yes” for those inmates who were not issued with a 
Privacy Notice on the issuing date;  

9. correctional centre management is responsible for ensuring that the Privacy Notice 
has been issued to all existing inmates who are in the correctional facility on the 
issuing date;  

10. correctional centre management is responsible for ensuring that a follow-up process 
is in place where an attempt is to be made to issue the Privacy Notice on a 
subsequent occasion to those inmates who were not issued with the Privacy Notice 
on the issuing date (for example, because the inmate was on work release). 

 
Transitional Centres, Residential Facilities and Community Offender 
Support Program (COSP) Centres  

The Privacy Notice must be issued to existing offenders in transitional centres, residential 
facilities and COSP centres as follows:  

1. the Privacy Notice must be issued to existing offenders on 7 May 2012 (‘issuing 
date’); 

2. the time of when the Privacy Notice will be issued to offenders on the issuing date, 
will be at the discretion of the manager of each transitional centre, residential facility 
and COSP;  

3. on the issuing date, the administration staff of each transitional centre, residential 
facility and COSP must generate a report which includes a list of the name of every 
inmate/offender in the centre/facility on that day;  

4. the report must be provided to the relevant officers who are responsible for issuing 
the Privacy Notice to offenders; 

5.     on the report, the officer must: 

 tick the name of those offenders who have been issued with the Privacy 
Notice and; 

 highlight the names of those offenders who have not been issued with the 
Privacy Notice. 

6. the completed report must be returned to the relevant administration staff for data 
entry in the OIMS as set out in paragraphs 7-9; 

7. on the issuing date, the “Privacy Notice Issued” field located on the “Intake” screen 
under the “Personal Information” will be ticked “Yes” for all inmates/offenders at the 
transitional centre, residential facility and COSP on that day; 

8. The manager of each transitional centre, residential facility and COSP is responsible 
for ensuring that the Privacy Notice has been issued to all existing inmates/offenders 
at the transitional centre and residential facility on the issuing date;  

9. The manager of each transitional centre, residential facility and COSP is responsible 
for ensuring that a follow-up process is in place where an attempt is to be made to 
issue the Privacy Notice on a subsequent occasion to those offenders who were not 
issued with the Privacy Notice on the issuing date. 
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Acknowledgment Receipt 

1. by 28 May 2012, the Manager of each transitional centre, residential facility and 
COSP and the General Manager of each correctional facility must sign the attached 
receipt at “Appendix B” to acknowledge that all inmates on the report dated 7 May 
2012, that could possibly be issued, have been issued with the Privacy Notice. The 
signed receipt and the report must be sent to the Information Access and Privacy Unit 
via one of the following methods:  

 
Post:  

Email: 

  Fax:  

 

2. the Information Access and Privacy Unit will provide further instructions in relation to 
following up the issuing of the Privacy Notice to inmates to whom it has not been 
possible to issue a Privacy Notice. 

 
Issuing the Privacy Notice to new inmates 

From 7 May 2012, the Privacy Notice must be issued to new inmates as part of the standard 
intake process as follows: 

1. it must be ensured that the Privacy Notice has been issued to new inmates at the 
time they complete the Inmate Identification and Observation Form (“IIO Form”), 
either at court cells or correctional centres; 

2. the officer completing the IIO Form with the new inmate must ensure that the latest 
version of the IIO Form, dated February 2012 is used; 

3. the officer must record on page 3 of the IIO Form whether the Privacy Notice has 
been issued to the inmate;  

4. the completed IIO Form is given to the SAU to complete the data entry in the OIMS 
as set out in paragraphs 5-6; 

5. the staff of the SAU are required to tick “Yes” to the “Privacy Notice Issued” field to 
reflect those inmates who have been issued with the Privacy Notice; 

6. if the OIMS indicates that the Privacy Notice has already been issued to an inmate, 
the SAU is not required to make any additional record(s) in the OIMS.  

 
Issuing the Privacy Notice to offenders who have contact with Community 
Offender Services (COS) and the Community Compliance and Monitoring 
Group (CCMG) 

The Privacy Notice must be issued to offenders who are supervised in the community by COS 
officers or the CCMG and those who have contact with COS or the CCMG (for example, for 
the purpose of preparing a pre-sentence report) as follows:  
 

1. The COS or the CCMG officer must ensure that the Privacy Notice has been issued 
to an offender at their first or next interview with the offender; 

2. The COS or the CCMG officer is responsible for completing the data entry in the 
OIMS set out in paragraphs 3-4; 
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3. The COS or the CCMG officer is required to tick “Yes” to the “Privacy Notice Issued” 
field to reflect those offenders who have been issued with the Privacy Notice; 

4. If the OIMS indicates that the Privacy Notice has already been issued to an offender, 
the COS or the CCMG officer is not required to make any additional record(s) in the 
OIMS.  

 
Illiterate offenders  

If an offender cannot read the Privacy Notice because he or she is illiterate, the officer must 
offer to read the Privacy Notice to the offender. If the offender accepts the offer, the officer 
must read the Privacy Notice to the offender, however, if the offender declines the offer, the 
officer is not required to read the Privacy Notice to the offender and it is deemed that the 
Privacy Notice has been issued.  
 

Notice board  

The Privacy Notice must be displayed at the following CSNSW facilities:  

- Correctional Centres; 

- Community Offender Services District Offices/Parole Units; 

- Community Compliance and Monitoring offices;  

- Community Offender Support Program Centres; 

- Transitional Centres;  

- Community Residential Facilities;  

- Periodic Detention Centres; 

- Police/Court Complexes.  
 

The Privacy Notice must be displayed at a location and in a position visible to offenders.  
 
The posting of the Privacy Notice on the notice board aims to provide offenders with an 
opportunity to ask for a Privacy Notice if they have not received one or are unaware of its 
existence.   
 
If an offender requests a Privacy Notice, the relevant officer must download a copy for the 
offender from the CSNSW intranet by following the menu path: Organisation > Office of the 
Commissioner > Corporate Legislation and Parliamentary Support > Information Access & 
Privacy Unit > Privacy Notices  

Link:  http://dcs-intranet.online.dcs.nsw.gov.au/Organisation/office-of-the-commissioner/corporate-  legislation-
parliamentary-support/information-access-privacy-unit/privacy notice 

 
Offenders from Non-English Speaking Backgrounds  

The Information Access and Privacy Unit is currently working on translating the Privacy Notice 
in to languages other than English to accommodate offenders from non-English speaking 
backgrounds.  
 
Officers are required to notify the Information Access and Privacy Unit of such a request by 
email: infoandprivacy@dcs.nsw.gov.au.  
 
The Information Access and Privacy Unit will provide a further instruction in relation to the 
availability of Privacy Notices in other languages.  
 
Distribution and accessibility of the Privacy Notice 

Copies of the Privacy Notice will be sent to the following CSNSW facilities:  

 





   

 

           

            
 

PRIVACY AND YOU 
 

This Privacy Notice is to be issued to inmates/offenders upon their first contact with 
Corrective Services NSW, and that act is to be recorded in the OIMS data base.   

  
 

Our obligations  
 
There are laws in place to ensure that any 
personal and health information you provide to 
Corrective Services NSW (CSNSW) and other 
government agencies is protected and handled 
responsibly.  
 
The laws include the Privacy and Personal 
Information Protection Act 1998, which protects 
the general information you provide to us, and 
the Health Records and Information Privacy Act 
2002, which protects your health information. 
 
This notice aims to notify you about how, why 
and when your personal and health information 
will be used and disclosed. 
 
Collection of personal and health 
information 
 
We collect personal and health information 
about you in order to manage you and the 
administration of your sentence. This 
information may be collected from you, your 
family, other individuals, and bodies such as 
Justice Health. Depending on your 
circumstances, the following kinds of 
information may be collected: 
 
 Your full name, together with any other 

names by which you are known; 
 Your address and telephone number;  
 The name, address and telephone number 

of your next of kin; 
 Your age and date of birth; 
 Your photograph; 
 Your fingerprints; 
 Your biometric characteristics;  
 A description of your general appearance, 

including your height, weight, build, hair 
colour and eye colour; 

 Information on any identifying features that 
you may have, such as tattoos; 

 Details of your physical and mental health, 
including any medical, psychiatric or 
psychological reports; 

 Your substance abuse history and drug 
test results; 

 Details of any attempt at suicide or self-
harm;  

 Your ethnic or racial group;  

 The language or languages you speak;  
 Your religious denomination, if any; 
 Your trade or vocation, including your 

employment history;  
 Your financial circumstances;  
 Your domestic circumstances (that is, 

whether you are single, married, widowed, 
divorced, have a de facto and whether you 
have children or other dependants);  

 Your family history (such as incidents of 
physical or sexual abuse committed by, or 
against you); 

 Your criminal history, both in New South 
Wales and elsewhere; 

 Details of your criminal associates; 
 Your passport number;  
 Video or closed-circuit television footage of 

you.  
 
Use and disclosure of information within 
CSNSW  
 
We usually use the information for activities 
such as: 
 
 Classification, placement and designation 

purposes; 
 Visits and telephone call purposes; 
 Processing of applications; 
 Inquiry and complaint handling;  
 Corrective Services Industries employment 

purposes; 
 The operation of specialist programs such 

as drug and alcohol programs; education 
and vocational training programs; 

 the provision of health services; 
 Assessment (including pre-sentence 

reports) and case management in 
correctional facilities and in the community; 

 Administration of custodial and community 
sentences; 

 Providing access to accredited chaplains 
and arranging participation in religious 
observances; 

 Maintaining safe and secure facilities under 
the control of CSNSW; 

 Law enforcement; 
 Preparation of reports for bodies such as 

the NSW State Parole Authority (SPA) and 
the Serious Offenders Review Council 
(SORC); 

 Investigations; 
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 Processing requests and complaints of 
individuals and organisations; 

 Restorative justice programs including 
victim-offender conferencing and 
mediation; and  

 Research, evaluation and statistics. 
 
We store your information in an appropriate file 
or database. The information collected may be 
viewed, used and disclosed by CSNSW officers 
in the course of their duties. 
 
Disclosure of personal information outside 
CSNSW 
 
Your personal information may be released to 
people and organisations outside CSNSW 
when it is considered reasonable to do so. Here 
are some examples of what we may disclose: 

 Information regarding your location in 
custody, so that your family and friends 
can visit you; 

 Information so that another government 
body, such as Housing NSW or a 
Minister’s office, can provide services to 
you or carry out its functions; 

 Information so that community agencies, 
psychologists or counsellors can provide 
programs and services to you; 

 Information for the purposes of fine 
enforcement and government and 
private debt collection; 

 Information for research purposes. Some 
agencies do research and need 
restricted access to your personal 
information. Any published research will 
not identify you, unless you give your 
permission; 

 Information in response to complaints 
made by you or on your behalf to the 
Ombudsman or other complaint handling 
bodies.  

 
Disclosure of health information outside 
CSNSW 
 
Just like your personal information, we may 
release health information about you, when 
needed by people or organisations outside of 
CSNSW, including other government bodies. 
Some of the examples provided above may 
also apply to your health information.  
 
 
 

Permissibility of disclosure to some 
government bodies  
 
The disclosure of personal and health 
information to some government bodies is 
permitted by law. For example, the Social 
Security (Administration) Act 1999 permits 
Centrelink to get information from us. The 
Australian Taxation Office and Medicare are 
also able to obtain your information.  
 
Refusing to disclose your personal and 
health information 
 
You may refuse to provide us with your 
personal or health information.  However, if you 
do refuse to provide your information, certain 
services or programs available from us or other 
agencies, such as Centrelink and Housing 
NSW, cannot be offered to you. So, it is in your 
best interests to provide us with the information 
we request from you. 
 
If you are in custody, you need to know that 
providing false or misleading information 
constitutes a correctional centre offence. A 
correctional centre offence may result in a 
penalty being imposed upon you by a General 
Manager. 
 
Access to and amendment of personal and 
health information 
 
You have a right to ask for access to records or 
information we hold about you.  For access to 
your case management file, first speak with 
your case officer.   
 
You have a right to request the amendment of 
your personal information that we hold, if you 
consider that it is inaccurate, irrelevant, 
incomplete, out of date or misleading.   
 
For a Government Information (Public Access) 
Act 2009 application form or an amendment 
request form, speak with your local officer or 
supervisor, or, if you are not in custody, go 
online to: www.correctiveservices.nsw.gov.au 
 
Complaints and enquiries 
 
If you have any questions or enquiries in 
relation to your personal and health information 
held by us contact:  
 

 

 

April 2012  



  Appendix B 

April 2012 

PRIVACY NOTICE ACKNOWLEDGMENT RECEIPT 
 
 
 
 

I,…………………………………………………….. (print full name)  
 
 
 
 
of…………………………………………….............................. 
(transitional centre, residential facility, COSP or correctional centre) 
 
 
acknowledge that I have issued, where possible, all offenders listed on the report dated 7 May 
2012 with a copy of the Privacy Notice - Privacy and You.  
 
 
 
 
 
…………………………………….  ………………………………… 
(Print Rank and Name)   (Signature) 
 
 
 
 
…………………………………… 
(Date) 

 
 
 
 
 

 
 

Instructions for Issuing Officer 
 

The Manager of each transitional centre, residential facility and COSP, and the General 
Manager of each correctional facility, must sign the acknowledgement receipt and return, 
along with the report generated for the respective centre/facility dated 7 May 2012, to the 
Information Access and Privacy Unit by 28 May 2012.  
 
 
 Post:  
   
   
  
  
 
 Email:  
 
 Fax:  































     Commissioner’s Instruction  No: 08/12 

 
To: Board of Management 

Regional Executive Directors 
General Managers/Superintendents 
Directors, Area & District Managers Community Offender Services 
Director Offender Policy 
Director Corporate Strategy 

 
 
            For the information of all staff 
 
 
Subject: Issuing of the Visitor Privacy brochure to all Corrective Services 
NSW (CSNSW) correctional centres and residential facilities. 
 
 
PREAMBLE 
 
This Instruction is issued in accordance with the provisions of section 235B of 
the Crimes (Administration of Sentences) Act 1999. Commissioner’s 
Instructions amount to lawful orders and any staff member who intentionally 
disobeys or disregards this Instruction, or is found to be negligent in the 
performance of their duties, may be liable to disciplinary action under the 
Public Sector Employment & Management Act 2002.  
 
INSTRUCTION 
 
The Privacy and Personal Information Protection Act 1998 and the Health 
Records and Information Privacy Act 2002 require that at any time a 
government agency collects personal information about an individual, the 
agency must take such steps as are reasonable in the circumstances to 
ensure that, before the information is collected or as soon as practicable after 
collection, the individual to whom the information relates is made aware of the 
circumstances of collection.  
 
To meet legislative requirements I am directing that each correctional centre 
display the attached Visitor Privacy Notice brochure in the pamphlet stand in 
the visits section and at any suitable place where a visitor enters or egresses. 
I am also directing that the Visitor Privacy Notice brochure be placed in a 
highly visible location at the visitor processing point in any residential facility. 
 
Additionally, staff need to be made aware that there is a comprehensive 
Visitor Privacy Notice available on the CSNSW intranet and CSNSW website 
in the information Access & Privacy Unit sections. Visitors are informed of the 
existence of the comprehensive notice in the brochure. Nevertheless, staff 








	CI 2012-01
	CI 2012-02
	CI 2012-03
	CI 2012-04
	CI 2012-05
	CI 2012-06
	CI 2012-07
	CI 2012-08
	CI 2012-09



